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Please click here for a printable PDF version of this Privacy Policy. 

Introduction 

Project Sentinel Purchaser, LLC also known as Coreforce (“Coreforce”, “we”, “our”, or “us”) recognizes 
the importance of protecting personal information we may collect from customers, website visitors, and 
any other individual (“you”, or “your”) in connection with providing our services. This Privacy Policy 
applies to data collected by Coreforce and applies to your use of our website, https://
www.coreforcetech.com/, or any website of ours that links to this Privacy Policy (collectively, the “Site”), 
and through our interactions with individuals by email, telephone, or other means. 

Our Privacy Policy explains: (1) what information we collect; (2) why we collect it; (3) how we use that 
information; (4) how we may share it; and (5) the rights you may have.  

Residents in California, Colorado, Connecticut, Delaware, Indiana, Iowa, Kentucky, Maryland, Minnesota, 
Montana, Nebraska, Nevada, New Hampshire, New Jersey, Oregon, Rhode Island, Tennessee, Texas, 
Utah, and Virginia should refer to the body of this Privacy Policy as well as the “Jurisdiction-Specific 
Notices” section below for additional information that may be applicable to them. 

Specifically, our Privacy Policy covers the following topics: 

1. Information We Collect 
2. How We Use Information We Collect 
3. Our Disclosures of Information 
4. When You Choose Not to Provide Personal Information 
5. Our Retention of Your Personal Information 
6. Privacy Rights 
7. Jurisdiction-Specific Notices 
8. Opting Out of Marketing and Promotional Communications 
9. Our Email Opt-out Policy 
10. Third Party Links 
11. How We Protect Personal Information 
12. No Use By Children 
13. Changes to this Privacy Policy 
14. Contact Us 

Please familiarize yourself with our privacy practices and let us know if you have any questions. By using 
the Site, you signify your acceptance of this Privacy Policy. If you do not agree to this Privacy Policy, 
please do not use the Site. 

If you have any questions or comments about this Privacy Policy, please submit a request 
to privacy@coreforcetech.com. 

1. Information We Collect 

https://www.coreforcetech.com/
https://www.coreforcetech.com/


Confidential and Privileged Attorney Work Production 
Attorney-Client Communication 
DRAFT 

We collect information, including personal information, to provide better services to you. We use the 
term “personal information” to refer to any information that identifies or can be used to identify you. 
Common examples of personal information include: name, email address, digital identifier, such as your 
IP address, information about your device, and certain metadata. 

The personal information which we collect includes, but is not limited to, the following circumstances 
and data elements: 

Generally. 

o If you express an interest in obtaining additional information about our services, request a demo 
for one of our products or platforms, request support, use our “Contact Us” feature or similar 
customer features on the Site, or download certain content, we may require that you provide to 
us your contact information, such as your name, phone number, email address, or postal 
address. 

o If you report a problem or have a question about our Site, you may provide us with contact 
information, such as a phone number or email address. 

o If you communicate with our team (such as via email or phone), we may collect information 
about you and other information that you provide. 

o If you provide us with any personal information relating to other individuals, you represent that 
you have the authority to do so and acknowledge that it will be used in accordance with this 
Privacy Policy; if you believe that your personal information has been provided to us improperly, 
or to otherwise exercise your rights relating to your personal information, please contact us by 
using the information set out in the “Contact Us” section below. 

Surveys, Testimonials. We collect any information you may provide us in the course of your interactions 
with us, including by responding to surveys or providing a testimonial. 

Transaction Information. We collect certain personal information when you complete a transaction, 
such as your billing information (including bank account and credit card information) and the details of 
your transaction. 

Information About Others. We collect personal information that you provide about others, such as 
name, postal address, email address, and phone number, in relation to delivering the Services on your 
behalf. 

Job Applicants. Job application information may be collected by us by email, or job application 
information may be collected on our behalf by our contracted third-party administrator(s) for applicant 
tracking purposes and by background check providers. These third-party administrators are permitted to 
process the information you provide only for purposes of providing services to us. We collect the 
information you provide to us, such as your name, email address, phone number, address, the content of 
any comments shared over email, your resume, and any cover letter you provide. For job applicants that 
are California residents, please see the Jurisdiction-Specific Notices section below for additional 
information. 



Confidential and Privileged Attorney Work Production 
Attorney-Client Communication 
DRAFT 

Business Contacts. We may receive contact information (including your name, telephone number, and 
email address) and/or professional or business-related information (including your business address), 
through our interactions with you in a business-to-business capacity, such as when we provide services 
to you, or when we work together on a project, or when we discuss business opportunities. We may 
contact you with information and updates pertaining to your project, in addition to occasional company 
news, updates, related product or service information, and we may use your information in the normal 
course of our business operations. 

Social Media. If you post information on our webpage on a social media platform, we may use the 
information to respond, to promote our business and the Services, and in the normal course of our 
business operations. We may collect your personal information, such as your social media username, 
and other personal characteristics that you have made publicly available on the social media website. 
Note that the third-party operators of social media websites also receive such information, and their use 
of your personal information is governed by their own privacy policies. 

Information Collected From Third Parties. We collect information about you from third parties for 
purposes of conducting fraud checks and investigating issues concerning your transactions, payment 
card refusals, suspected crimes, complaints and/or claims. 

Automated Data Collection: Cookies & Similar Technologies. We (and at times, our third-party service 
providers) use various technologies to collect and store information when you visit our Site or open one 
of our emails, and this may include using cookies or similar technologies to identify your browser or 
device. These similar technologies include web beacons and web server logs. We also use these 
technologies to collect and store information when you interact with services from our third-party 
service providers, such as advertising services.  

We may use such technologies to collect personal identifiers (such as your IP address), information about 
your device, including your computer, phone, tablet, or other device you use to access our services, 
(such as your browser characteristics, device IDs and characteristics, and operating system version) and 
information concerning your usage of our Site (including the link you used to reach a given webpage, 
browser type), interactions with our emails, and information about your activity through using our 
services (such as the date/time stamps associated with your usage, pages and files viewed, searches, 
links that are clicked, the keystrokes typed, movement of the mouse or pointer, and other actions you 
take such as which features you use), device event information (such as system activity, error reports 
(sometimes called “crash dumps”), and hardware settings). We also may collect approximate geolocation 
data, such as through your IP address. We use this information to determine how many users have 
visited particular webpages, viewed particular videos, or opened messages or alerts. This helps us 
establish, maintain, and manage our relationship with you, and also helps us to optimize and provide the 
Site for your use and benefit, to improve our marketing activities, and to enforce our Site’s service terms 
and prevent malicious conduct. 

In some cases, our third-party service providers may process information collected by cookies and similar 
technologies that we permit them to use on the Site. Please see our Cookie Policy for more details. With 
respect to any social media pages that we may use, please see the privacy policies and any cookie 
policies of the applicable social media providers as to their automated data collection practices.  

As indicated above, we, like many other website operators, currently use Google Analytics to collect and 
process certain Site usage data. To learn more about Google Analytics and how to opt out, please visit 
https://tools.google.com/dlpage/gaoptout. 

https://tools.google.com/dlpage/gaoptout
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You may be able to change your web browser’s settings to block and delete cookies when you access the 
Site through that web browser. However, if you do so, the Site may not function properly; also, we will 
still receive basic information (such as last URL you visited) when you navigate to the Site. Coreforce does 
not respond to Do Not Track (DNT) signals or similar signals, unless required by applicable law. 

2. How We Use Information We Collect 

We use the personal information we collect from you through Site, by email, or over the phone to 
provide, maintain, and improve the Site, to provide our services, and to protect Coreforce and you. We 
may also use your personal information in ways that are compatible with Coreforce’s business and for 
the commercial purposes for which such information was collected or authorized by you, including for 
the following purposes: 

o To present, operate, or improve the Site, including analysis of Site activity; 

o To fulfill and manage your orders, payments, returns, and exchanges made through our services; 

o To inform you about the Services available from Coreforce; 

o To authorize access to our Site; 

o To personalize your experience to deliver content and products that most interest you; 

o To market other products and services to you; 

o To improve our customer service experience and to evaluate and improve our Services, products, 
and marketing; 

o To identify usage trends in order to better understand how the Services being used; 

o To determine the effectiveness of our marketing and promotional campaigns; 

o To respond to your questions, comments, and requests and to provide support to you; 

o To request ratings and reviews of our services; 

o To post testimonials provided by you regarding our Services; 

o To communicate with you directly (such as via email or voice inquiries); 

o To comply with applicable legal requirements; and 

o To keep our services safe and secure, including through fraud monitoring and prevention, and 
investigate possible fraud or other violations of our Site’s service terms or this Privacy Policy 
and/or attempts to harm you. 

Unless you ask us not to, we may contact you via email in the future to update you about changes to this 
Privacy Policy. 
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For job applicants, we process your information to review your job application and for other 
employment-related purposes consistent with applicable law, including to contact you regarding your 
application and/or to contact you about other job openings that we believe may be of interest to you. 

3. Our Disclosures of Information 

We may disclose any of the categories of personal information listed above for business and commercial 
purposes as described below. 

Service Providers. Coreforce may disclose your personal information to service providers for a business 
purpose, which may include (but is not limited to) providing certain services for clients, tracking job 
applications, processing payments, and managing customer relations. When we disclose personal 
information for these reasons, we enter into a contract that describes the purpose and requires the 
recipient to both keep that personal information confidential and not use it for any purpose except for 
the purposes set forth in the contract. 

The categories of service providers with whom we may share personal information include, but are not 
limited to, the following: 

o Payment Processors; 

o Finance & Accounting Tools; 

o Product Engineering & Design Tools; 

o User Account Registration & Authentication Services; and 

o Website Hosting Service Providers. 

Business Partners and Third Parties.  We may share your information with our business partners and 
third parties to offer you certain products, services, or promotions. The categories of third parties or 
partners with whom we may share personal information include, but are not limited to, the following: 

o Ad Networks; 

o Sales & Marketing Tools; 

o Social Networks; 

o Retargeting Platforms; 

o Affiliate Marketing Programs; 

o Data Analytics Services; and 

o Performance Monitoring Tools. 

Legal and Similar Purposes. We may disclose your personal information for legal reasons. Specifically, we 
will share personal information with companies, organizations or individuals outside of Coreforce if we 
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have a good-faith belief that access, use, preservation, or disclosure of the information is reasonably 
necessary to: 

o meet any applicable law, regulation, legal process or enforceable governmental request; 

o enforce the Site’s service terms, including investigation of potential violations; 

o detect, prevent, or otherwise address fraud, security or technical issues; or 

o protect against harm to the rights, property or safety of Coreforce, you, or the public as required 
or permitted by law. 

We will attempt to notify you about legal demands for your personal information when appropriate in 
our judgment, unless prohibited by law or court order or when the request is an emergency. We may 
dispute such demands when we believe, in our discretion, that the requests are overbroad, vague or lack 
proper authority, but we do not promise to challenge every demand. 

Merger, sale, or other asset transfers. We may disclose your personal information in the event of a 
business transfer. If Coreforce establishes a new related entity, is acquired by or merged with another 
organization, or if substantially all of Coreforce’s assets are transferred to another organization, personal 
information about Coreforce’s users would typically considered a transferred business asset.  

4. When You Choose Not to Provide Personal Information 

Your provision of personal information is required in order to use certain parts of our services. If you 
choose not to provide such personal information, you may not be able to access and use our services. 

5. Our Retention of Your Personal Information 

We determine the appropriate retention period for personal information on the basis of the amount, 
nature and sensitivity of your personal information processed, the potential risk of harm from 
unauthorized use or disclosure of your personal information and whether we can achieve the purposes 
of the processing through other means, as well as on the basis of applicable legal requirements (such as 
applicable statutes of limitation). 

After expiry of the applicable retention periods, we will either delete or anonymize such information. If 
there is any data that we are unable, for technical reasons, to delete entirely from our systems (for 
example, because your personal information has been stored in backup archives), we will put in place 
appropriate measures to prevent any further use of such data. 

6. Privacy Rights 

Certain jurisdictions have specific legal requirements and grant privacy rights with respect to personal 
information, and we will comply with restrictions and any requests you submit as required by applicable 
law. If you are a California resident, see the “California Residents” section below for additional 
information as to your rights and to how to exercise those rights. 

Nevada residents have the right to opt out of the sale of certain pieces of their information to third 
parties who will license or sell their information to others. However, Coreforce does not sell your 
personal information as contemplated by Nevada law. 
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If you are a resident of one of the U.S. states listed below, you have one or more of the following rights: 
(1) to request additional information about our data collection, use, disclosure, and sales practices in 
connection with your personal information; (2) to request the specific personal information collected 
about you; (3) to request the deletion of the personal information we have about you, with exceptions; 
(4) to request a restriction on certain processing of personal information; (5) to request correction of 
inaccurate information; (6) to opt-out of the processing of personal information for the purpose of 
“profiling” in furtherance of decisions that produce legal or similarly significant effects; and (7) to opt-
out of the “selling” and “sharing”/“targeted advertising” of personal information as such terms are 
defined under U.S. state privacy laws. Please note, Coreforce does not sell personal information or share 
personal information/engages in “targeted advertising”. Coreforce does not engage in profiling in 
furtherance of decisions that produce legal or similarly significant effects. You may also have the right to 
not be discriminated against for exercising your privacy rights. If you are a resident of one of the 
following U.S. states, you have one or more of these rights:  

If you are located outside these jurisdictions and seek to exercise your rights under the law of another 
jurisdiction, please contact us by emailing privacy@coreforcetech.com.  

You may submit a request regarding your personal information by: 

o Emailing: privacy@coreforcetech.com     

o Submitting a request [here] 

To help protect your privacy and maintain security, we will take steps to verify your identity before 
granting you access to the information. We may need to request specific information from you to help us 
confirm your identity. This is a security measure to ensure that personal information is not disclosed to 
any person who has no right to receive it. When you make a request, we may also contact you to ask you 
for further information in relation to your request to speed up our response and require you to follow 
procedures so that we can verify your identity (and the applicable jurisdiction). The verification steps we 
take may differ depending on your jurisdiction and the request. Where possible, we will attempt to 
match the information that you provide in your request to information we already have on file to verify 
your identity. If we are able to verify your request, we will process it. If we cannot verify your request, we 
may ask you for additional information to help us do so. 

 Colorado  Connecticut  Delaware  Indiana

 Iowa  Kentucky  Maryland  Minnesota

 Montana  Nebraska  New Hampshire  New Jersey

 Oregon  Rhode Island  Tennessee  Texas

 Utah  Virginia

mailto:privacy@coreforcetech.com
mailto:privacy@coreforcetech.com
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We will respond to your request within the time period required by applicable law. However, we may not 
always be able or required to comply with your request, in whole or in part, and we will notify you in 
that event. 

7. Jurisdiction-Specific Notices 

California Residents. 

Under the California Consumer Privacy Act, as amended by the California Privacy Rights Act (the 
“CCPA”), California residents have specific rights regarding their personal information. This section 
describes Californians’ rights and explains how California residents can exercise those rights. 

Information Collected Related to California Residents. 

During the last twelve (12) months, we have collected the following categories of personal information 
from consumers. Please see our Cookie Policy for information about the collection and use of personal 
information by third parties who process information collected by cookies and related technologies that 
we permit them to use on the Site. We collect “sensitive personal information” (as defined in the CCPA) 
as described in this Privacy Policy. 

Category (* may 
constitute 
“sensitive 
personal 
information” 
under the CCPA)

Type of Identifiers We 
Collect

Sold or 
Shared Disclosed to

Identifiers First and last name, unique 
personal identifier, online 
identifier, Internet Protocol 
address, email address, 
account name, username, 
business and professional 
information

Not sold or 
shared

Service providers, 
affiliates, partners, 
commercial providers, 
account brokers, and 
with your consent, 
advertising and 
marketing partners, and 
analytics providers

Personal 
information 
categories listed 
in the California 
Customer 
Records statute 
(Cal. Civ. Code 
§ 1798.80(e))

Name, address, 
telephone number

Not sold or 
shared

Service providers, 
affiliates, partners, 
commercial providers, 
account brokers
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Rights Specific to California Residents. 

Under the CCPA, a California resident has the following rights: (1) to request additional information 
about our data collection, use, disclosure, and sales practices in connection with your personal 
information; (2) to request the specific personal information collected about you; (3) to request the 
deletion of the personal information we have about you; (4) to request a restriction on certain 
processing of personal information; (5) to request correction of inaccurate information; and (6) to opt-
out of selling or sharing personal information. You may not be discriminated against for exercising your 
California privacy rights. You may submit a request to exercise your rights under the CCPA through one of 
two means: 

o Submitting a request [here], or 

o Calling +1 (888) 443-6673 to submit your request. 

We will endeavor to honor such requests unless such a request conflicts with certain lawful exemptions 
under California’s consumer privacy law. Please note that we are only required to honor requests to 
know twice in a 12-month period. 

Commercial 
information

Records of products or 
services purchased, 
obtained, or considered, or 
other purchasing or 
consuming histories or 
tendencies

Not sold or 
shared

Service providers, 
affiliates, partners, 
commercial providers, 
account brokers

Internet or other 
similar network 
activity

Browsing history, search 
history, device information, 
information on a consumer’s 
interaction with a website, 
application, or 
advertisement, and 
information about activity 
through using our services

Not sold or 
shared

Service providers, 
affiliates, partners, 
commercial providers, 
account brokers, and 
with your consent, 
advertising and 
marketing partners, and 
analytics providers 

Geolocation data* Physical location or 
movements, which may be 
approximate

Not sold or 
shared

Service providers, 
affiliates, partners, 
commercial providers, 
account brokers, and 
with your consent, 
advertising and 
marketing partners, 
and analytics providers
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You may also designate an agent to exercise your privacy rights on your behalf. In order to designate an 
authorized agent to make a request on your behalf, you must provide a valid power of attorney, the 
requester’s valid government-issued identification, and the authorized agent’s valid government issued 
identification. 

Upon receiving your request, we will confirm receipt of your request by sending you an email confirming 
receipt. To help protect your privacy and maintain security, we may take steps to verify your identity 
before granting you access to the information. In some instances, such as a request to delete personal 
information, we may first separately confirm that you would like for us to in fact delete your personal 
information before acting on your request. 

We will aim to respond to your request as soon as reasonably practicable and consistent with any 
applicable laws. If we require more time, we will inform you of the reason and extension period in 
writing. If you have an account with us, we will deliver our written response to that account. If you do 
not have an account with us, we will deliver our written response by mail or electronically, at your 
option. In some cases our ability to uphold these rights for you may depend upon our obligations to 
process personal information for security, safety, fraud prevention reasons, compliance with regulatory 
or legal requirements, listed below, or because processing is necessary to deliver the services you have 
requested. Where this is the case, we will inform you of specific details in response to your request. 

California residents are also entitled to contact us to request information about whether we have 
disclosed personal information to third parties for the third parties’ direct marketing purposes. Under 
the California “Shine the Light” law, California residents may opt-out of our disclosure of personal 
information to third parties for their direct marketing purposes. You may choose to opt-out of the 
sharing of your personal information with third parties for marketing purposes. To make such a request 
you should send (a) an email to privacy@coreforcetech.com with the subject heading “California Privacy 
Rights,” or (b) a letter addressed to Project Sentinel Purchaser, LLC also known as Coreforce, 250 E Ponce 
de Leon Ave Suite 700, Decatur, GA 30030. In your request, please attest to the fact that you are a 
California resident and provide a current California address for our response. Please be aware that not all 
information sharing is covered by the California privacy rights requirements and only information on 
covered sharing will be included in our response. We reserve our right not to respond to requests 
submitted to addresses other than the addresses specified in this paragraph. 

9. Our Email Opt-out Policy 

By providing an email address on the Site, you agree that we may contact you in the event of a change in 
this Privacy Policy, to provide you with any service-related notices, or to provide you with marketing 
information about our services. 

At any time you can unsubscribe from our marketing and promotional communications by clicking on the 
unsubscribe link in the emails that we send. 

Notwithstanding anything else in this Privacy Policy, please note that we always reserve the right to 
contact you in the event of a change in this Privacy Policy, or to email you any service-related notices 
that are necessary for the administration and use of your account, to respond to service requests, or for 
other non-marketing purposes. 

10. Third Party Links 

mailto:privacy@coreforcetech.com
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The Site may contain links to webpages operated by parties other than Coreforce. We do not control 
such websites and are not responsible for their contents or the privacy policies or other practices of such 
websites. Our inclusion of links to such websites does not imply any endorsement of the material on 
such websites or any association with their operators. This Privacy Policy only applies to our Site. 

11. How We Protect Personal Information 

Coreforce maintains reasonable administrative, technical and physical safeguards designed to protect 
personal information and other information against accidental, unlawful or unauthorized destruction, 
loss, alteration, access, disclosure or use. Information you send by email is not secure, so please avoid 
including personal information in any email you send us. No method of electronic transmission or 
storage is 100% secure. Therefore, we cannot guarantee absolute security of your information. 

12. No Use By Children 

We are a business-to-business service, so we do not knowingly solicit data from or market to children 
under 18 years of age. By using our services, you represent that you are at least 18. If we learn that 
personal information from users less than 18 years of age has been collected, we will deactivate the 
account and take reasonable measures to promptly delete such data from our records. We do not have 
actual knowledge about selling or sharing Personal Information of consumers under the age of 18.  If you 
become aware of any data we may have collected from children under age 18, please contact us at 
privacy@coreforcetech.com .  

13. Changes to this Privacy Policy 

Our Privacy Policy may change from time to time. We will post any privacy policy changes on this page 
and, if the changes are material, we will provide a more prominent notice for a reasonable time period 
(including, for certain services or programs, email notification or privacy policy changes). We encourage 
you to review this Privacy Policy periodically. 

14. Contact Us 

If you have any specific questions about this Privacy Policy, you can contact us via email or phone or by 
writing to us at the address below: 

o Send e-mail to: privacy@coreforcetech.com     

o Send mail to our address: 

Project Sentinel Purchaser, LLC also known as Coreforce 

250 E Ponce de Leon Ave Suite 700 

Decatur, GA 30030 

United States 

mailto:privacy@coreforcetech.com
mailto:privacy@coreforcetech.com
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COOKIE POLICY 

We use cookies and similar technologies (referred to herein simply as “cookies”) to facilitate and 
improve the performance and security of our Site and to enhance user experience. 

The Site may utilize or permit several different categories of cookies, as follows: 

• Essential cookies – These cookies are essential for the proper operation of the Site. For example, 
they may facilitate page navigation or assist with security checks. 

• Functional/preference cookies – These cookies allow us to remember your preferences (such as 
your username, language, or the region you are in) and allow us to make the Site experience 
better for you. 

• Advertising/marketing cookies – These cookies are used to highlight articles, other content, or 
services that we (or in some cases a third party) believe will be of interest to you based to some 
extent on your use of the Site.  

• Analytics/performance cookies – These cookies help us understand how our Site performs, how 
visitors interact with the Site, and whether there may be technical issues. These cookies also 
allow us to analyze how visitors use our Site and to measure website performance, and they also 
allow us to provide a quality experience by customizing our offering and quickly identifying and 
addressing issues that arise.  

Use of cookies on our Site 

We do use or allow certain third parties to serve cookies on the Site. We may allow third parties to serve 
cookies to help identify fraudulent or automated traffic on the Site. In addition, third parties that provide 
content feeds may serve cookies. We may use third-party cookies to help us with market research, 
improving functionality, and enforcing Site terms and policies. For example, like many companies, we use 
Google Analytics to help us evaluate our website traffic. You can see how Google Analytics uses cookie 
information across various websites by visiting https://policies.google.com/technologies/partner-sites, 
or any successor webpage that Google may provide. 

Information about specific cookies used on the Site may be found via the "Cookie Settings" link on our 
Site homepage. 

Opt-outs 

Your browser may allow you to disable certain cookies, or you may be able to utilize a global privacy 
control in connection with your browser. Third party cookie providers may provide an opt out tool for 
their cookie(s). Note that disabling cookies may in some instances impact the functionality of the Site. 
Opt-out functionality for Google Analytics can be found here. 

https://policies.google.com/technologies/partner-sites
https://tools.google.com/dlpage/gaoptout
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To adjust your cookies settings, please use the "Cookie Settings" link on our Site’s homepage. 

You may learn more about advertising networks and opt out of receiving personalized advertisements on 
this browser or device from advertisers who are members of the Network Advertising Initiative or who 
subscribe to the Digital Advertising Alliance’s Self-Regulatory Principles for Online Behavioral Advertising 
by visiting the opt-out options of each of those organizations. Links to their opt-out sites are set forth 
below. 

Network Advertising Initiative: http://www.networkadvertising.org/choices    

Digital Advertising Alliance: http://www.aboutads.info/choices    

Note that, when you opt out of personalized advertising, you may continue to see online advertising on 
the Site and/or our ads on other websites and online services. Also, given that many opt-outs themselves 
use a cookie to effectuate an opt-out preference, you may need to opt-out again if you clear cookies on 
your browser. 

Changes to this Cookie Policy 

We may revise this Cookie Policy from time to time in order to reflect changes in our use of cookies, 
changes in the law, changes in our services, or best practices. We encourage you to review this Cookie 
Policy periodically. 

http://www.networkadvertising.org/choices
http://www.aboutads.info/choices

